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Track and Assess the Implementation of 

all NIST CSF 2.0 Safeguards

CYRISMA's NIST Cybersecurity Framework (NIST CSF) 

Assessment includes a complete suite of features to track 
and assess your implementation of all 106 Safeguards 

included under the six core NIST CSF functions - Govern, 
Identify, Protect, Detect, Respond and Recover.

Simplify NIST CSF compliance tracking, upload evidence, 
and generate customizable reports. Map tactical controls to 

the vulnerability, configuration and data scans performed 
using CYRISMA, and close compliance gaps easily.

The Assessment is just one part of CYRISMA's larger GRC 
and Compliance module which also covers the CIS Critical 

Controls, Microsoft Copilot Readiness Assessment, HIPAA, 
PCI DSS, Cyber Essentials, Essential 8 and CyberSecure 

Canada. Additionally, in the compliance module, users can 

perform  AD Monitoring, Industry Comparisons and 
Microsoft Secure Score assessments.

Track implementation, find compliance gaps, upload evidence, collaborate, generate assessment report

NIST Cybersecurity Framework - Compliance Assessment
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Assessment Process (High-level)
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The CYRISMA Cyber Risk Management Platform combines essential capabilities for partners to run vulnerability and data 

scans, assess and manage overall cyber risk, track compliance, and strengthen security posture without the need to invest 

in multiple products. ALL features - including the cyber risk scans and GRC assessments - are cost-inclusive. 


