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CYRISMA Version 2.100.1.132 feature releases and updates 

New Feature

NIST 800-53 Compliance Assessment- Added a feature that allows users to evaluate their 
instance's compliance with the NIST 800-53 standard.

FIXES IN USER EXPERIENCE AND FUNCTIONS

Data Scan

Scan History- Resolved an issue where the doughnut chart displayed in an expanded scan 
row for OneDrive and SharePoint scan types disappeared after a mitigation plan was 
created.

Dark Web

Setup Dark Web Monitor- Introduced validation to block submission of loopback (127.0.0.1) 
and Google DNS (8.8.8.8, 8.8.4.4) addresses in Domain IP Monitor.

Mitigation

Mitigation Review- Resolved an issue where switching plan type tabs caused table names to 
display incorrectly.

Report Builder

Corrected a spelling error in the 'Vulnerabilities by Duration' report.Cybersecure Canada 
generated reports now include the Cybersecure Canada logo.
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Secure Baseline

Dashboard- Updated the 'Top 10 Targets with Lowest % Pass Score' table to exclude failed 

scans (0% Pass Score) and display only the most recent successful scans for each target."

Site-Wide

Scan History- Resolved an issue where the 'Create Mitigation' action appeared for scans 

where it was not applicable.

Scan History- Resolved missing data issues in the 'Mitigation Summary' modal when the 

'Mitigation Summary' action was selected in a scan row.

Vulnerability Scan

Dashboard- Implemented pagination for the Open Ports Summary table.

Dashboard- Removed the 'Open Ports' row from the Top Vulnerabilities table to ensure only 

CVE-related vulnerabilities are displayed.
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