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CYRISMA Version 2.102.1.133 feature releases and updates 

FIXES IN USER EXPERIENCE AND FUNCTIONS

Admin

Targets- Upgraded the network discovery modal to collect additional device details, including 
MAC Address, Manufacturer, Fingerprint, and Certificate Information. UI improvements 
include preselecting the operating system based on Fingerprint data, with user options to 
adjust selections.

Compliance

Compliance Assessment- Fixed an issue where answers in compliance forms were reset after 
using the 'Select Filter' feature.

Compliance Assessment- Resolved an issue where users could not re-upload a file after 
removing it in the 'Add Evidence' modal. Users can now re-select and upload the same file 
without restrictions, ensuring consistent functionality across all supported file types.

Compliance Assessment- Enhanced the 'Select Filter' dropdown in compliance categories to 
maintain independent filters for each category. Adjusted the dropdown’s visual design for 
clarity and ensured it remains visible after selection, allowing seamless navigation and 
filtering.

Dark Web

Setup Dark Web Monitor- Updated the Dark Web Monitor editing interface to grey out and 
disable the 'Domain Name' field for validated monitors. This ensures consistency and 
prevents unauthorized changes to validated domain names while keeping other fields 
editable.
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Mitigation

Create a Mitigation- Added support for creating and managing Google Mail and Google 
Drive mitigation plans.

MSP

Address Details Modal- Resolved an issue where changes to the "Instance Label" field in the 
Address Details modal were not reflected in the client instance.

Autotask Integration- Fixed an issue preventing Autotask tickets from being created.

Edit User Modal- Fixed an issue in the "Edit User" modal where the enable/disable options 
were not functioning correctly. User account statuses now update accurately.

Halo PSA Configuration- Resolved an issue causing an error screen when filtering companies 
in the 'Map Companies' tab of the Halo PSA configuration.

Overall Risk Dashboard

Fixed a layout issue where bullet points for single-digit numbers appeared too narrow in the 
Residual Risk Cost modal. Improved spacing and alignment ensure a visually consistent 
display.

Site-Wide

Corrected title inconsistencies across the Data, Vulnerability, and Mitigation Dashboards.

Updated all pages and charts within the application to be fully responsive across screen 
resolutions from 1280px to 1920px.

Vulnerability Scan 

Renamed the 'Targets with the Most Vulnerabilities' table to 'Vulnerability Summary by 
Target' and added pagination to display all scanned targets within the selected reporting 
period.
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