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CYRISMA Version 2.108.1.139 feature releases and 
updates 

NEW FEATURES

3rd Party Patch Automation

Users can enable automated third-party patching in Admin > System Config and schedule 
patches 12-72 hours after vulnerabilities are detected.

Windows Patching

Users can now apply Windows patches from Patch Manager, just like third-party patches. 
The system ensures only required updates are shown and installed

FIXES IN USER EXPERIENCE AND FUNCTIONS

Vulnerability Scan

History- End-of-Life (EOL) dates for operating systems now populate correctly in Internal 
Authenticated Vulnerability Scan results

History- The Total CVE Count now only includes CVE vulnerabilities, excluding open ports 
for clearer security tracking.

Schedule a Scan- The Default Weekly Authenticated Vulnerability Scan has been renamed to 
Default Vulnerability Scan. Users can now delete this scan, and it is no longer preselected 
when provisioning a scan agent.
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