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NEW FEATURES

Central Vulnerability Manager

A new centralized dashboard has been added to the MSP interface, enabling users to manage 
vulnerabilities across all customer environments. This includes capabilities to search, patch, 
and analyze vulnerabilities at scale, with integrated remediation tools and root cause 
visibility.

Fixes in User Experience and Functions

Dark Web

Dark Web Monitor Setup- Email Monitor Setup – Updated the email monitor form to prevent 
adding email addresses from domains that are already being monitored.

Dark Web Monitor Results- Added a new "Email Address Search" results tab for improved 
result visibility.

Main Dashboard

Target Risk Matrix – Added placeholder loading states for the Target Risk Matrix to improve 
the user experience when data is not yet available.

Mitigation

My Mitigation Plans- Filter Update in My Plans – Renamed the "File/Share Scan" filter to 
"Data Scan" for clarity. The updated filter now displays only Data Scan plans, while Internal 
Authenticated plans have been correctly moved to the "Vulnerability Scan" filter.
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Vulnerability Scan

Dashboard- Host Vulnerability Summary Modals – Corrected the CVE count to exclude open 
ports. Total CVEs now accurately reflect actual vulnerabilities and are consistent across all 
dashboard modals and scan history views.

History- Web App Vulnerability Summary Modal – Fixed an issue where some vulnerabilities 
were not displayed in the summary modal. All vulnerabilities detected in a scan now correctly 
appear in both the modal and summary tables.
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